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The Staff Room Agency Ltd is a recruitment business which provides work-finding services to its clients and work-
seekers. The Staff Room Agency Ltd must process personal data (including sensitive, special category and criminal 
data) so that it can provide these services.  In doing so, The Staff Room Agency acts as a data controller.  
 
You may give your personal details to The Staff Room Agency directly, such as on an application or registration form 
or via our website, or we may collect them from another source such as a jobs board. The Staff Room Agency requires 
a legal basis for the processing of your personal data. For the purposes of providing you with work-finding services 
and/or information relating to roles relevant to you, we will only use your personal data in accordance with the terms 
of the following statement.  
 
1. Collection and Use of Personal Data 

a. Purpose of processing and legal basis  
The Staff Room Agency will collect and process specific data for the purposes of providing you with work-finding 
services, to include the use of SMS text messages, providing brief information on long-term roles (all messages will 
have an unsubscribe function).  In some cases, we may be required to use your data for the purpose of investigating, 
reporting and detecting crime and also to comply with laws that apply to us.  We may also use your information 
during the course of internal audits to demonstrate our compliance with certain industry standards. 
 
General Data will typically include name, DOB, NI number, contact information (address, email, telephone), teacher 
reference number, photograph, employment history, safeguarding checks.   
Sensitive Data will typically include permission to work ID.  
 
Social Media Checks and Online Searches will be conducted on candidates as part of our shortlisting process in 
accordance with KCSIE’s (Keeping Children Safe In Education) recommended checks.  
 
We are legally obliged to collect: 
Special Category Data on applicants such as passports and disclosed disability/health conditions and criminal 
offence data, such as your Enhanced DBS.  This is essential for safeguarding purposes.  
 All data is securely stored with restricted access controls.   
 
The legal basis we rely upon to offer these services to you are: 

• Legal Obligation – we are required by law to process data such as payroll information and permission to work 
documents. 
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• Contractual Obligation – as part of our contract with potential staff, we are required to process certain data, 
for example details of assignments and payment information. 

• Legitimate Interest – it is in the interest of both parties that sharing of personal data takes place for work 
finding services, for example qualifications and employment history. 

 
b. Recipient(s) of data 

The Staff Room Agency Ltd will share your personal data with the following recipients for these purposes: 

• Former employers whom we may seek references from. 

• One or more of our clients for the provision of work finding services.  The following information will be sent 
before arrival but ONLY to clients where you are placed:  
➢ Full name 
➢ Enhanced DBS number, date of issue and whether registered with the Update Service 
➢ Qualification(s) 
➢ Brief employment history 
➢ Confirmation of safeguarding checks completed (permission to work, qualifications verified, Teaching 

Regulation Agency checks, Childcare Disqualification Declaration signed, references received, completed 
online Safeguarding in Education training, receipt of Keeping Children Safe in Education and overseas 
checks (if applicable) 

• Agency 2000 Limited for the purpose of processing payroll and workplace pension auto-enrolment 

• Atlantic Data for the purpose of processing an Enhanced DBS, if required. 

• Gov.UK Disclosure and Barring Service for the purpose of conducting regular DBS Update checks 

• Gov.UK DFE Online for the purpose of conducting regular safeguarding checks 

• Child Protection Company for the purpose of completing online Safeguarding in Education training 

• Text Marketer for the purpose of work finding services or to perform a general business function 

• ID Direct for the purpose of producing a photographic ID badge to be worn when attending client assignments 

• Auditors who are assessing the compliance and processes of the company to include the REC (Recruitment & 
Employment Confederation) for the purpose of carrying out audits to ensure The Staff Room Agency Ltd is 
adhering to all relevant legislation and good practice guidelines. 

 
2.    Data Retention 
The Staff Room Agency Ltd will retain your personal data only for as long as we are legally required to.  Different 
laws require us to keep different data for different periods of time.   
 
The Conduct of Employment Agencies and Employment Business Regulations 2003, require us to keep work-seeker 
records for at least one year from (a) the date of their creation or (b) after the date on which we last provide you 
with work-finding services. 
 
We must also keep your payroll records, holiday pay, sick pay and pensions auto-enrolment records for as long as is 
legally required by the HMRC and associated national minimum wage, social security and tax legislation. 
 
For full details on how long we retain data across the business, please ask to view our Retention Policy via email to 
dataprotection@thestaffroom.org.uk or telephone 01604 633234. 
 
 
4.   Your Rights 
Please be aware that you have the following data protection rights: 

• The right to be informed about the personal data The Staff Room Agency Ltd processes on you; 

• The right of access to the personal data The Staff Room Agency Ltd processes on you; 

• The right to rectification of your personal data; 

• The right to erasure of your personal data in certain circumstances; 

• The right to restrict processing of your personal data; 

• The right to data portability in certain circumstances; 

• The right to object to the processing of your personal data that was based on a public or legitimate interest; 

• The right not to be subjected to automated decision making and profiling; and 

• The right to withdraw consent at any time. 
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Where you have consented to the Company processing your personal/sensitive/special category data you have the 
right to withdraw that consent at anytime by contacting Andy Chesterman, Company Data Protection Officer via 
dataprotection@thestaffroom.org.uk 
 
There may be circumstances where the Company will still need to process your data for legal or official reasons.  We 
will inform you if this is the case. Where this is the case, we will restrict the data to only what is necessary for the 
purpose of meeting those specific reasons. 
 
If you believe that any of your data that the Company processes is incorrect or incomplete please contact us using 
the details below and we will take reasonable steps to check its accuracy and correct it where necessary.  

 
For any of the above, please make contact via dataprotection@thestaffroom.org.uk.  To administer the request(s), 
proof of ID will be required and upon satisfactory receipt, The Staff Room Agency Ltd has one calendar month to 
administer the request.  For a deletion/erasure request, The Staff Room Agency’s ability to administer this will 
depend upon our legal obligations.  
 
5.   Complaints or Queries 
If you wish to complain about this Privacy Notice or any of the procedures set out in it, please contact 
dataprotection@thestaffroom.org.uk 
 
You also have the right to raise concerns with the Information Commissioner’s Office on 0303 123 1113 or at 
https://ico.org.uk/concerns/, or any other relevant supervisory authority should your personal data be processed 
outside of the UK, if you believe that your data protection rights have not been adhered to. 
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